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BEVEZETO RENDELKEZESEK

Preambulum

A Pazmany Péter Katolikus Egyetem (a tovabbiakban: Egyetem) mint a Katolikus Egyhaz kiildetésében részt
vevd felséoktatasi intézmény, kilonos felelésséget vallal az emberi személy méltdésaganak és
szabadsaganak tiszteletben tartasaért. Az Egyetem a mikodése soran olyan személyes adatokat kezel,
amelyek az oktatasi, kutatasi, lelkipasztori és kdzosségépitd feladatok ellatasahoz nélkiilozhetetlenek. Ezen
adatok kezelése minden esetben az igazsagossag, a bizalom és az atlathatdsag szellemében torténik.

Az adatvédelem és az adatbiztonsag terén intézménylink elkotelezett amellett, hogy megfeleljen mind a
hatalyos magyar és eurdpai jogszabalyoknak, mind pedig az Egyhaz tanitasaban megfogalmazott erkdlcsi
alapelveknek. Az adatkezelési szabalyzat célja, hogy biztositsa a személyes adatok jogszerd, tisztességes €és
célhoz kotott kezelését, valamint védelmet nyujtson a visszaélésekkel szemben.

Az Egyetem szamara a kozosség tagjainak - hallgatok, oktatdk, munkatarsak és partnerek - bizalma alapvetd
érték. E bizalom megérzése érdekében kiemelten fontos a személyes adatok felel8s kezelése, a titoktartas
és az informaciobiztonsag garantalasa.

A jelen szabalyzat (a tovabbiakban: Szabalyzat) ezért nem csupan jogi és technikai eléirasokat tartalmaz,
hanem kifejezi az intézmény azon torekvését is, hogy az adatvédelemben a keresztény értékek — igy a
személy tisztelete, a kdzjé szolgalata és a kozosségi felelésség - vezéreljék gyakorlatat.

A Szabalyzat célja
1.8

1) E Szabalyzat célja, hogy a vonatkozd jogszabalyi rendelkezések keretei kozott meghatarozza az
Egyetem altal tarolt személyes adatok jogszer(i kezelését, az Egyetemen vezetett adatkezelési
nyilvantartasok vezetésének szabalyos rendjét, valamint biztositsa az adatvédelem alapjogi elveinek,
az informacios onrendelkezési jognak és az adatbiztonsag kovetelményeinek érvényesulését, tovabba
megakadalyozza a személyes adatokhoz vald jogosulatlan hozzaférést, azok jogosulatlan
megvaltoztatasat és nyilvanossagra hozatalat/kerilését.

A Szabalyzat hatalya
2.8

(1)  Személyi hataly: a jelen Szabalyzatban foglalt rendelkezések kiterjednek az 6sszes olyan természetes
személyre, akik az Egyetemmel munkavégzésre vagy mas egyéb polgari jogi szerz6désre iranyulo
jogviszonyban allnak, valamint azon jogi személyekre is, amelyek kozos adatkezeléi és/vagy
adatfeldolgozoi jogviszonyban allnak az Egyetemmel.

(2)  Targyi hataly: a jelen Szabalyzatban foglalt rendelkezéseket az Egyetem kezelésében lévé személyes
adatok kezelése soran,- a személyes adatok forrasara vagy az adatkezelés jogalapjara tekintet nélkil
- minden esetben alkalmazni sziikséges.

(3)  Teriileti hataly: a jelen Szabalyzatban foglalt rendelkezéseket alapvetéen Magyarorszag teruletén,
azon belul az Egyetem székhelyén, telephelyein és fioktelepein, valamint az Egyetemmel
adatfeldolgozdi és/vagy kozos adatkezeldi jogviszonyban lévd személyek székhelyén, telephelyein és
fioktelepein sziikséges alkalmazni. Amennyiben a jelen Szabalyzat személyi hatalya ala tartozo
személyek Magyarorszag teriiletén kiviil, de az Egyetem érdekében/megbizasabol jarnak el, ugy a
jelen Szabalyzatot ezeken a terilleteken is alkalmazni sziikséges.



4) Idébeli hataly: a jelen Szabalyzatban foglalt rendelkezéseket a jelen Szabalyzat hatalybalépésétél a
jelen Szabalyzat hatalyon kivul helyezéséig kell alkalmazni.

(5) Az Egyetem a kozérdekU adatok kozzétételér6l és megismerhetdéségérdl kilon szabalyzattal
rendelkezik, ezért ezen targykor nem képezi a jelen Szabalyzat targyat.

A szabalyzat értelmezése
3.8

(1) A jelen Szabalyzatban foglalt rendelkezések értelmezésére elsédlegesen az Egyetem adatvédelmi
tisztvisel6je az Egyetem rektoraval egyetértésben jogosult.

(2)  Jelen szakasz (1) pontjaban meghatarozott értelmezés, az Egyetem Nagykancellarjanak egyetértése
esetén érvényes.

(3) Az Egyetem adatvédelmi tisztviseldje koteles tajékoztatni az Egyetem jogi vezetésével megbizott, az
Egyetem Szervezeti és Mlkodeési Szabalyzatanak 28. & (4) bekezdésében meghatarozott személyt
minden olyan lényeges adatkezelési kérdésrél, fejleményrél vagy intézkedésrél, amely az Egyetem
adatkezelési gyakorlatara vagy adatvédelmi targyu jogi megfeleléségére hatassal lehet.

ALAPFOGALMAK ES ALAPELVEK

Alapfogalmak
4.8

1. ,adatfeldolgoz6”: az a természetes vagy jogi személy, kozhatalmi szerv, igynokség vagy barmely egyéb
szerv, amely az adatkezelé (Egyetem) nevében személyes adatokat kezel;

2. ,adatkezelés”: a személyes adatokon vagy adatallomanyokon automatizalt vagy nem automatizalt médon
veégzett barmely mivelet vagy mlveletek 0sszessége, igy a gyUjtés, rogzités, rendszerezeés, tagolas, tarolas,
atalakitas vagy megvaltoztatas, lekérdezés, betekintés, felhasznalas, kozlés, tovabbitas, terjesztés vagy
egyéb modon torténd hozzaférhetdvé tétel utjan, 6sszehangolas vagy dsszekapcsolas, korlatozas, torlés,
illetve megsemmisités;

3. ,adatkezelési tevékenységek nyilvantartasa”: az adatkezelést végzd illetékes kar vagy mas onallo
szervezeti egység, a felelésségébe tartozdan végzett adatkezelési tevékenységekrél nyilvantartast vezet,
melyet megkeresés alapjan a felligyeleti hatdsag rendelkezésére atad;

4. ,adatkezelés korlatozasa”: a tarolt személyes adatok tovabbi felhasznalasanak érintett altali korlatozasa
az altalanos adatvédelmi rendelet 18. cikk (1) bekezdésében foglaltak tisztazasaig;

5.,adatkezeld”: a jelen Szabalyzat szerint az Egyetem az adatkezeld, egyebekben az a természetes vagy jogi
személy, kdzhatalmi szerv, ligyndkség vagy barmely egyéb szerv, amely a személyes adatok kezelésének
céljait és eszkozeit onalléan vagy masokkal egyiitt meghatarozza; ha az adatkezelés céljait és eszkozeit az
unios vagy a tagallami jog hatarozza meg, az adatkezel6t vagy az adatkezel6 kijelolésére vonatkoz6 kiilonos
szempontokat az unids vagy a tagallami jog is meghatarozhat;ja;

6. ,adattovabbitas”: a személyes adat harmadik személy szamara torténé hozzaférhetévé tétele;

7. ,adatvédelmi incidens”: a biztonsag olyan sériilése, amely a tovabbitott, tarolt vagy mas mddon kezelt
személyes adatok véletlen vagy jogellenes megsemmisitését, elvesztését, megvaltoztatasat, jogosulatlan
kozlését vagy az azokhoz valé jogosulatlan hozzaférést eredményezi;

8. ,alnevesités”: a személyes adatok olyan mddon torténd kezelése, amelynek kovetkeztében tovabbi
informacidk felhasznalasa nélkul tobbé mar nem allapithaté meg, hogy a személyes adat mely konkrét
természetes személyre vonatkozik, feltéve, hogy az ilyen tovabbi informaciot kilon taroljak, és technikai és
szervezési intézkedések megtételével biztositott, hogy azonositott vagy azonosithaté természetes
személyekhez ezt a személyes adatot nem lehet kapcsolni;



9. .biometrikus adat”: egy természetes személy testi, fizioldgiai vagy viselkedési jellemzéire vonatkozd
minden olyan sajatos technikai eljarasokkal nyert személyes adat, amely lehetévé teszi vagy megerésiti a
természetes személy egyedi azonositasat, ilyen példaul az arckép vagy a daktiloszkdpiai adat;

10. ,cimzett™: az a természetes vagy jogi személy, kozhatalmi szerv, igynokség vagy barmely egyéb szery,
akivel vagy amellyel a személyes adatot kozlik, fliggetlenil attél, hogy harmadik fél-e. Azon kdzhatalmi
szervek, amelyek egy egyedi vizsgalat keretében az unios vagy a tagallami joggal dsszhangban férhetnek
hozza személyes adatokhoz, nem minésulnek cimzettnek; az emlitett adatok e kdzhatalmi szervek altali
kezelése meg kell, hogy feleljen az adatkezelés céljainak megfeleléen az alkalmazandd adatvédelmi
szabalyoknak;

11. ,egészségiigyi adat™: egy természetes személy testi vagy pszichikai egészségi allapotara vonatkozo
személyes adat, ideértve a természetes személy szamara nyujtott egészségligyi szolgaltatasokra vonatkozo
olyan adatot is, amely informaci6t hordoz a természetes személy egészségi allapotarol;

12. érintett”: barmely informacié alapjan azonositott vagy azonosithatd természetes személy;

13. érintett hozzajarulasa™: az érintett akaratanak onkéntes, konkrét és megfeleld tajékoztatason alapulo
és egyeértelmd kinyilvanitasa, amellyel az érintett nyilatkozat vagy a megerdsitést félreérthetetlenul kifejezé
cselekedet Utjan jelzi, hogy beleegyezését adja az 6t érintd személyes adatok kezeléséhez;

14. feliigyeleti hatésag”: Nemzeti Adatvédelmi és Informacidszabadsag Hatésag, www.naih.hu;

15.,kozos adatkezelé”: az az adatkezeld, aki vagy amely - torvényben vagy az Europai Unid kotelezé jogi
aktusaban meghatarozott keretek kozott - az adatkezelés céljait és eszkOzeit egy vagy tobb masik
adatkezelével kozosen hatarozza meg, az adatkezelésre (beleértve a felhasznalt eszkdzt) vonatkozo
dontéseket egy vagy tobb masik adatkezelével kdzosen hozza meg és hajtja végre vagy hajtatja végre az
adatfeldolgozoval;

16. ,nyilvantartasi rendszer”: a személyes adatok barmely mddon - centralizalt, decentralizalt vagy
funkcionalis vagy foldrajzi szempontok szerint - tagolt allomanya, amely meghatarozott ismérvek alapjan
hozzaférhetd;

17. ,nyilvanossagra hozatal”: az adat barki szamara t6rténé hozzaférhetéve tétele;

18. ,profilalkotas”: személyes adatok automatizalt kezelésének barmely olyan formaja, amelynek soran a
személyes adatokat valamely természetes személyhez f(iz6d6é bizonyos személyes jellemzék értékeléseére,
kilonosen a munkahelyi teljesitményhez, gazdasagi helyzethez, egészségi allapothoz, személyes
preferenciakhoz, érdekl6déshez, megbizhatdsaghoz, viselkedéshez, tartézkodasi helyhez vagy mozgashoz
kapcsolodd jellemzék elemzésére vagy elérejelzésére hasznaljak; jelen szabalyzat alkalmazasa soran
profilalkotasnak kilondsen, de nem kizardlagosan az oktatoi munka hallgatdi véleményezése mindsul,
amennyiben azt az Egyetemmel munkavégzésre iranyulé jogviszonyban foglalkoztatott személy
munkahelyi teljesitményéhez kapcsolodd jellemzék elemzésére hasznaljak;

19. ,személyes adat™: az érintettre vonatkozd barmely informacio; azonosithatd az a természetes személy,
aki kozvetlen vagy kozvetett modon, kilondsen valamely azonositd, példaul név, szam, helymeghatarozé
adat, online azonositd vagy egy vagy tobb tényezé alapjan azonosithato;

20. ,személyes adatok kiilonleges kategoriai’: a személyes adatok kiilénleges kategoériaiba tartozé minden
adat, azaz a faji vagy etnikai szarmazasra, politikai véleményre, vallasi vagy vilagnézeti meggy6z6désre vagy
szakszervezeti tagsagra utaléd személyes adatok, valamint a genetikai adatok, a természetes személyek
egyedi azonositasat célzé biometrikus adatok, az egészségiigyi adatok és a természetes személyek szexualis
életére vagy szexualis iranyultsagara vonatkozé személyes adatok.

Adatkezelési alapelvek
5.8

(1)  Jogszeriiség, tisztességes eljaras és atlathatdsag: személyes adatok kezelésére az iranyado
jogszabalyok és a jelen szabalyzatban foglalt rendelkezések szerint, az adatkezelésben érintettek
jogos érdekeit figyelembe véve, az érintettek szamara atlathaté modon kertlhet sor.

(2)  Célhoz kotottség: a személyes adatok kezelése csak meghatarozott, egyértelmd és jogszeru célbol
torténjen, és azokat ne kezeljék ezekkel a célokkal 6ssze nem egyeztetheté mddon; nem minésil az


http://www.naih.hu/

eredeti céllal 0ssze nem egyeztethetének a kozérdek(i archivalas céljabdl, tudomanyos és torténelmi
kutatasi célbdl vagy statisztikai célbdl torténd tovabbi adatkezelés.

Adattakarékossag: az adatkezelésnek a sziikségesre kell korlatozddnia.

Pontossag: a személyes adatoknak pontosnak és sziikség esetén naprakésznek kell lenniuk; minden
észszerU intézkedést meg kell tenni annak érdekében, hogy az adatkezelés céljai szempontjabdl
pontatlan személyes adatokat haladéktalanul toroljék vagy helyesbitsék.

Korlatozott tarolhatdsag: a személyes adatok tarolasanak olyan formaban kell torténnie, amely az
érintettek azonositasat csak a személyes adatok kezelése céljainak eléréséhez sziikséges ideig teszi
lehetévé; a személyes adatok ennél hosszabb ideig torténd tarolasara csak akkor keriilhet sor,
amennyiben a személyes adatok kezelésére az altalanos adatvédelmi rendelet 89. cikk (1)
bekezdésének megfeleléen kdzérdekd archivalas céljabol, tudomanyos és torténelmi kutatasi célbol
vagy statisztikai célbol keriil majd sor, az altalanos adatvédelmi rendeletben az érintettek jogainak
és szabadsagainak védelme érdekében eléirt megfeleld technikai és szervezési intézkedések
veégrehajtasara is figyelemmel.

Integritas és bizalmas jelleg: a személyes adatok kezelését oly modon kell végezni, hogy megfeleld
technikai vagy szervezési intézkedések alkalmazasaval biztositva legyen a személyes adatok
megfeleld biztonsaga, az adatok jogosulatlan vagy jogellenes kezelésével, véletlen elvesztésével,
megsemmisitésével vagy karosodasaval szembeni védelmet is ideértve.

Elszamoltathatésag: az adatkezel6 felelés az alapelveknek valé megfelelésért, valamint felhivasra
koteles e megfelelés igazolasara.

Az adatkezelés és adatvédelem egyetemi szervezete
6.8

Az Egyetem Szervezeti és MUkodési Szabalyzatanak 2. § meghatarozott szervezeti egységek vezetdi
kotelesek gondoskodni a jelen szabalyzatban foglaltak betartasarol és betartatasarol. A Hallgatoi
Onkormanyzat vonatkozasaban, jelen kételezettség a Hallgatoi Onkormanyzat elnokét terheli.

Az informatikai eszkozdkkel Osszefliggé technikai adatvédelemért az Informatikai Osztaly az
informacidbiztonsagi szabalyzatban meghatarozottak szerint felelés.

Az Egyetem koteles biztositani, hogy az adatvédelmi tisztviseld a személyes adatok védelmével
kapcsolatos 6sszes tigybe megfelelé modon és idében bekapcsolodjon.

Az Egyetem Szervezeti és MUikodési Szabalyzatanak 2. § meghatarozott szervezeti egységek vezetdi
kotelesek gondoskodni arrél, hogy felmeriild adatvédelmi vonatkozasu kérdések esetén az
adatvédelmi tisztviseld a kérdés eldontésének tamogatasa érdekében elektronikus Uton
megkeresésre keriljon. Kotelesek tovabba gondoskodni arrol, hogy az adatvédelmi tisztviseld
tajékoztatasra keriiljon minden adatvédelmet vagy egyéb modon adatkezelési mlveletek érinté
dontésrol, valamint hogy a dontés meghozatalaba bevonasra keriiljon.

Az adatkezelés jogszeriisége (jogalapja)
7.8

A személyes adatok kezelése kizarolag akkor és annyiban jogszerd, amennyiben legalabb az alabbiak
egyike teljesil:



a) az érintett hozzajarulasat adta személyes adatainak egy vagy tobb konkrét célbol torténd
kezeléséhez (az érintett hozzajarult);

b) az adatkezelés olyan szerzddés teljesitéséhez szilkséges, amelyben az érintett az egyik fél,
vagy az a szerz6dés megkotését megel6z6en az érintett kérésére torténd lépések
megtételéhez sziikséges (az érintettel létrejott/létrejovd szerz6édés teljesitéséhez
sziikséges);

€) az adatkezelés az Egyetemre vonatkozd jogi kotelezettség teljesitéséhez sziikséges
(jogszabalyi kotelezettséqg);

d) az adatkezelés az érintett vagy egy masik természetes személy létfontossagu érdekeinek
védelme miatt sziikséges (az érintett vagy mas természetes személy létfontossagu
érdekvédelme);

e) azadatkezelés kozérdek(i vagy az Egyetemre ruhazott kozhatalmi jogositvany gyakorlasanak
keretében végzett feladat végrehajtasahoz szilkséges (kozfeladat teljesitése);

f) az adatkezelés az Egyetem vagy egy harmadik fél jogos érdekeinek érvényesitéséhez
sziikséges, kivéve, ha ezen érdekekkel szemben elsébbséget élveznek az érintett olyan
érdekei vagy alapvet6 jogai és szabadsagai, amelyek személyes adatok védelmét teszik
sziikségessé, kulondsen, ha az érintett gyermek (jogos érdek).

Jogos érdek alapjan torténé adatkezelés esetén az Egyetem e jogalapon torténd adatkezelés
megkezdése eldtt érdekmérlegelési teszt megalkotasara koteles. Az Egyetem az érdekmérlegelési
tesztet az e jogalapon torténd adatkezelés végéig megdrizni koteles.

Kétség esetén a jogalap alkalmazhatdsagarol az adatvédelmi tisztvisel6je dont.

Az érintett hozzajarulasa mint adatkezelési jogalap
8.8

Az érintett személyes adatainak kezeléséhez valé hozzajarulasa kizarélag akkor érvényes,
amennyiben az az érintett akaratanak onkéntes, konkrét és megfeleld tajékoztatason alapuld és
egyértelmd kinyilvanitasa, amellyel az érintett - irasbeli vagy szébeli - nyilatkozat vagy a
megerésitést félreérthetetlenil kifejezé cselekedet utjan jelzi, hogy beleegyezését adja az 6t érinté
személyes adatok kezeléséhez. Barmely ezzel ellentétes hozzajarulas érvénytelen.

Annak megallapitasa soran, hogy a hozzajarulas onkéntes-e, a leheté legnagyobb mértékben
figyelembe kell venni azt a tényt egyebek mellett, hogy a szerz6dés teljesitésének - beleértve a
szolgaltatasok nyujtasat is - feltételélil szabtak-e az olyan személyes adatok kezeléséhez vald
hozzajarulast, amelyek nem szikségesek a szerzédés teljesitéséhez. Ha a szerzédés fé szolgaltatasa
az érintett hozzajarulasa nélkiil is teljesithetd, Ugy az érintett hozzajarulasa dnkéntes tud lenni.

Ha az adatkezelés hozzajarulason alapul, az Egyetemnek képesnek kell lennie annak - irasos vagy
mas adathordozo altali - igazolasara, hogy az érintett személyes adatainak kezeléséhez hozzajarult.

Az érintett jogosult arra, hogy hozzajarulasat barmikor visszavonja, viszont a hozzajarulas
visszavonasa nem érinti a hozzajarulason alapuld, a visszavonas elétti adatkezelés jogszerlségét. A
hozzajarulas megadasa el6tt az érintettet err6l tajékoztatni kell. A hozzajarulas visszavonasat
ugyanolyan egyszer( modon kell lehetéveé tenni, mint annak megadasat.

Ha az érintett olyan hozzajarulast ad, amely mas Ugyekre is altalanossagban vonatkozik, a
hozzajarulas beszerzése iranti kérelmet a tobbi ligyekt6l egyértelmien megkuldonboztethetd moédon
kell eléadni, érthetd és konnyen hozzaférheté formaban, vilagos és egyszerl nyelvezettel. Az érintett



hozzajarulasat tartalmazo ilyen nyilatkozat barmely olyan része,amely sérti az altalanos adatvédelmi
rendeletet, kotelezé erével nem bir. Amennyiben az érintett olyan hozzajarulast ad, amely csak
bizonyos Ugyekre vonatkozik, ugy az nem értelmezhetd kiterjesztéen, valamint a tobbi Ugytél
elkulonitetten kezelendé.

A személyes adatok kiilonleges kategoriainak kezelése
9.8

A személyes adatok kilonleges kategoriainak kezelése alapvetéen tilos, kivéve, ha

a)

az érintett kifejezett hozzajarulasat adta az emlitett személyes adatok egy vagy tobb konkrét
célbol torténd kezeléséhez, kivéve, ha az unids vagy tagallami jog ugy rendelkezik, hogy az
emlitett tilalom nem oldhato fel az érintett hozzajarulasaval (érintett hozzajarult);

az adatkezelés az Egyetemnek vagy az érintettnek a foglalkoztatast, valamint a szocialis
biztonsagot és szocialis védelmet szabalyoz6 jogi eléirasokbol fakadd kotelezettségei
teljesitése és konkrét jogai gyakorlasa érdekében sziikséges, ha az érintett alapvet6 jogait
és érdekeit védd megfelelé garanciakrél is rendelkezd uniés vagy tagallami jog, illetve a
tagallami jog szerinti kollektiv szerzédés ezt lehet6évé teszi (foglalkoztatasi vagy szocialis
biztonsagi jogviszonybdl eredé jogi kotelezettség teljesitése);

az adatkezelés az érintett vagy mas természetes személy létfontossagl érdekeinek
veédelméhez szlkséges, ha az érintett fizikai vagy jogi cselekvéképtelensége folytan nem
képes a hozzajarulasat megadni (létfontossagu érdekek védelme az érintett
cselekvéképességének hianyaban);

az adatkezelés valamely politikai, vilagnézeti, vallasi vagy szakszervezeti célu alapitvany,
egyesulet vagy barmely mas nonprofit szervezet megfeleld garanciak mellett végzett
jogszerl tevékenysége keretében torténik, azzal a feltétellel, hogy az adatkezelés kizardlag
az ilyen szerv jelenlegi vagy volt tagjaira, vagy olyan személyekre vonatkozik, akik a
szervezettel rendszeres kapcsolatban allnak a szervezet céljaihoz kapcsolédoéan, és hogy a
személyes adatokat az érintettek hozzajarulasa nélkil nem teszik hozzaférhetévé a
szervezeten kiviili személyek szamara (belsé tagsaggal rendelkezé civil szervezet tagjainak
nyilvantartasa céljabol);

az adatkezelés olyan személyes adatokra vonatkozik, amelyeket az érintett kifejezetten
nyilvanossagra hozott (mar ismert adat);

az adatkezelés jogi igények el6terjesztéséhez, érvényesitéséhez, illetve védelméhez
sziikséges, vagy amikor a birésagok igazsagszolgaltatasi feladatkoriikben jarnak el (jogi
igények eléterjesztéséhez szlikséges);

az adatkezelés jelentés kozérdek miatt szlikséges, unids jog vagy tagallami jog alapjan,
amely aranyos az elérni kivant céllal, tiszteletben tartja a személyes adatok védelméhez valo
jog lényeges tartalmat, és az érintett alapveté jogainak és érdekeinek biztositasara
megfeleld és konkrét intézkedéseket ir el6 (jelentds és aranyos kozérdek);

az adatkezelés megel6z6 egészségligyi vagy munkahelyi egészséglgyi célokbdl, a
munkavallalé munkavégzési képességének felmeérése, orvosi diagndzis felallitasa,
egészseégligyi vagy szocialis ellatas vagy kezelés nyujtasa, illetve egészségligyi vagy szocialis
rendszerek és szolgaltatasok iranyitasa érdekében sziikséges, unioés vagy tagallami jog
alapjan vagy egészségiigyi szakemberrel kotott szerz6dés értelmében (munkavallald
munkavégzési képességének felmérése);

az adatkezelés a népegészséglgy teruletét érinté olyan kozérdekbél sziikséges, mint a
hatarokon at terjedé sulyos egészségligyi veszélyekkel szembeni védelem vagy az
egészseéglgyi ellatas, a gydgyszerek és az orvostechnikai eszk6zok magas szinvonalanak és
biztonsaganak a biztositasa, és olyan unids vagy tagallami jog alapjan torténik, amely



megfelelé és konkrét intézkedésekrél rendelkezik az érintett jogait és szabadsagait védé
garanciakra, és kulondsen a szakmai titoktartasra vonatkozdan (népegészségugyi érdek);

j) az adatkezelés a kozérdek( archivalas céljabol, tudomanyos és torténelmi kutatasi célbél
vagy statisztikai célbol sziikséges olyan unids vagy tagallami jog alapjan, amely aranyos az
elérni kivant céllal, tiszteletben tartja a személyes adatok védelméhez vald jog lényeges
tartalmat, és az érintett alapvet6 jogainak és érdekeinek biztositasara megfelel6 és konkrét
intézkedéseket ir eld (kozérdekd archivalasi, tudomanyos, torténelmi kutatasi célbol);

Az (1) bekezdésben emlitett személyes adatokat abban az esetben lehet a (1) bekezdés h) pontjaban
emlitett célokbol kezelni, ha ezen adatok kezelése olyan szakember altal vagy olyan szakember
feleléssége mellett torténik, aki unids vagy tagallami jogban, illetve az arra hataskorrel rendelkezé
tagallami szervek altal megallapitott szabalyokban meghatarozott szakmai titoktartasi kotelezettség
hatalya alatt all, illetve olyan mas személy altal, aki szintén unids vagy tagallami jogban, illetve az
arra hataskorrel rendelkezé tagallami szervek altal megallapitott szabalyokban meghatarozott
titoktartasi kotelezettség hatalya alatt all.

A kulonleges adatok tekintetében fokozott gondossaggal kell eljarni. A kulonleges adatok
vonatkozasaban megfelel6 technikai és szervezési intézkedésekkel kell biztositani, hogy az
adatkezelési muveletek soran a kulonleges adatokhoz kizarélag olyan személyek rendelkezzenek
hozzaféréssel, akinek az adatkezelési mlvelettel 6sszefliggd feladatanak ellatasahoz az feltétlendil
szlikséges.

AZ EGYETEM MINT ADATKEZELO FELADATAI

Belso szabalyzat készitése
10.8

A Szabalyzat betartatasaért az Egyetem Szervezeti és Mulkodési Szabalyzatanak 2. §-ban
meghatarozott szervezeti egységek vezet6i felelnek. A Szabalyzat eléirasai kotelezéek tovabba
minden olyan személy szamara, aki az Egyetemmel munkavégzésre iranyul6é vagy mas polgari jogi
szerzédéses jogviszonyban all. Az Egyetem a Szabalyzatot és a belsé adatkezelési folyamatokat
évente felllvizsgalja.

Az Egyetem tovabba technikai és szervezési intézkedéseket alkot, amelyek a jelen Szabalyzatban
foglaltakon tul biztositjak a jogszerU adatkezelést és adatvedelmet.

Az Egyetem allanddé jelleggel adatvédelmi tisztvisel6t alkalmaz, amely az Egyetemet az
adatkezeléssel kapcsolatos jogszabalyok és a jelen Szabalyzat alapjan ra iranyadd kotelezettségek
teljesitésében segiti.

Az adatvédelmi tisztvisel6 alkalmazasa
11.8

Az Egyetem adatvédelmi tisztvisel6t alkalmaz. Adatvédelmi tisztviselének az nevezhetd ki, aki a
személyes adatok védelmére vonatkozd jogi eléirasok és jogalkalmazasi gyakorlat megfelelé szintd
ismeretével rendelkezik.

Az adatvédelmi tisztvisel6 mindenkori elektronikus levelezési elérhet6ségét az Egyetem a kovetkezé
elektronikus levelezési cimen koteles biztositani: dpo@ppke.hu.
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(1)

Az Egyetem (és annak minden adatfeldolgozoja) az adatvédelmi tisztviseld részére biztositja azokat
a forrasokat, amelyek a feladatai végrehajtasahoz, a személyes adatokhoz és az adatkezelési
mUveletekhez vald hozzaféréshez, valamint az adatvédelmi tisztviselé szakértéi szintl ismereteinek
fenntartasahoz sziikségesek.

Az adatvédelmi tisztviseld a feladatai ellatasa soran személyes adatokhoz és adatkezelési
miiveletekhez hozzaférhet, a feladatai ellatasaval kapcsolatban utasitasokat senkit6l nem fogadhat
el. Az Egyetem az adatvédelmi tisztviselét feladatai ellatasaval osszefliggésben nem bocsathatja el
és szankcidval nem sujthatja. Az adatvédelmi tisztvisel6, e minéségében kozvetlenul az Egyetem
rektoranak tartozik felelésséggel.

Az érintettek a személyes adataik kezeléséhez és az altalanos adatvédelmi rendelet szerinti jogaik
gyakorlasahoz kapcsolédd valamennyi kérdésben jogosultak az Egyetem adatvédelmi
tisztviseléjéhez fordulni.

Az adatvédelmi tisztviselét feladatai teljesitésével kapcsolatban uniés vagy tagallami jogban
meghatarozott titoktartasi kotelezettség vagy az adatok bizalmas kezelésére vonatkozo kotelezettség
koti.

Az adatvédelmi tisztviselé mas feladatokat is ellathat. Az Egyetem biztositja, hogy e feladatokbol ne
fakadjon dsszeférhetetlenség.

Az adatvédelmi tisztviselé legalabb a kovetkezé feladatokat ellatja:

a) tajékoztat és szakmai tanacsot ad az Egyetem vagy az adatfeldolgozd, tovabba az
adatkezelést végz6é alkalmazottak részére az e Szabalyzat, az altalanos adatvédelmi rendelet,
valamint az egyéb wuniés vagy tagallami adatvédelmi rendelkezések szerinti
kotelezettségeikkel kapcsolatban (iranyadd jogszabalyoknak valé megfelelés céljabdl
tajékoztat, tanacsot ad, dontést el6készit, dontést tamogat);

b) ellendrzi az e Szabalyzatnak, az altalanos adatvédelmi rendeletnek, valamint az egyéb unids
vagy tagallami adatvédelmi rendelkezéseknek, tovabba az Egyetem személyes adatok
veédelmével kapcsolatos belsé szabalyainak valé megfelelést, ideértve a feladatkorok
kijelolését, az adatkezelési mliveletekben részt vevé személyzet tudatossag-novelését és
képzését, valamint a kapcsolddo auditokat is;

€) az e Szabalyzatot legalabb évente fellilvizsgalja és javaslatot tesz annak esetleges
madositasara, kiegészitésére;

d) kérésre szakmai tanacsot ad az adatvédelmi hatasvizsgalatra vonatkozoan, valamint nyomon
koveti a hatasvizsgalat jogszabalyszer( elvégzését;

e) egylttmukodik a felligyeleti hatésaggal; és

f) az adatkezeléssel 0Osszefliggé Ugyekben - ideértve az elézetes konzultacidt is -
kapcsolattarté pontként szolgal a felligyeleti hatdsag felé, valamint adott esetben barmely
egyeb kérdésben konzultaciot folytat vele;

g) naprakészen vezeti a kovetkez6 nyilvantartasokat:

i adatvédelmi incidens nyilvantartas;
ii. kozérdek( adatigénylésekre vonatkozd nyilvantartas.

A személyes adatok kezelésének szabalyai
12.8

A személyes adatok gyUjtésének szabalyai:
a) Acél elérésehez feltétlenil szlikséges adatokat kell gydjteni;



(2)

3)

4

b)

0

d)

Ami nem a cél eléréséhez szlikséges, ott indokolt az érintett hozzajarulasanak beszerzése; Az
érintett hozzajarulasat bizonyithaté formaban (irasos vagy elektronikus) formaban kell
beszerezni;

Az adatokat az érintettek részére legkisebb eréfeszitést okozd mddon kell gydjteni: online vagy
irasos mdédon. Amennyiben lehetséges, az adatok gyUjtése soran a digitalis technoldgia
lehetdségeit igénybe kell venni;

Az adatokat a felhasznalas elétt legalabb 15 nappal kell begydjteni, ezzel az érintettek
szamara megfeleld hataridét biztositva.

A személyes adatok tarolasanak szabalyai:

a)

Az Egyetem altal kezelt személyes adatok kizarolag olyan fizikai helyen vagy informatikai
taroldegységen tarolhatdak, amelyekhez kizarélag az Egyetem fér hozza. Ha ezen cél részben
vagy teljesen nem megvalosithatd, akkor torekedni kell arra, hogy a személyes adatok
Magyarorszag teriiletén, ennek hianyaban pedig az altalanos adatvédelmi rendelet hatalya ala
tartozo orszagok teriiletén keriljon tarolasra;

Torekedni kell a személyes adatok digitalis formaban valé tarolasara: a papir alapon beszerzett
személyes adatokat - amennyiben lehetséges - digitalis formaba kell atalakitani;

Torekedni kell a személyes adatok rendszerbe foglalt, konnyen keresheté és modosithato,
adatbazis jellegl tarolasara, kulonos tekintettel a digitalis adatbazisok létrehozasara;
Torekedni kell az adatok tobb adatbazisban valo egyidejl tarolasanak (duplikacionak) az
elkertlésére;

Torekedni kell az adatok helyességének meghatarozott id6kozonkénti ellendrzésére.

A személyes adatok O&rzésének szabalyai: az Egyetem iratkezelési és informaciobiztonsagi
szabalyzataiban foglalt rendelkezéseken tul térekedni kell arra, hogy

a)
b)
9

a személyes adatokhoz kizaroélag az illetékes munkatarsak férjenek hozza;

munkaidén kiviil a személyes adatokhoz valé hozzaférés ki legyen zarva;

a szemeélyes adatokhoz vald hozzaférést fizikai (kulccsal, chipkartyaval vagy kéddal zarhato
taroloegyséq) és/vagy szoftveres (biztonsagi kéd vagy ujjlenyomat) biztonsagi zarolas elézze
meg.

A személyes adatok torlésének szabalyai:

a)

a személyes adatok tarolasardl, ezaltal torlési kotelezettségérél minden szervezeti egység
torlési hatarid6-nyilvantartas vezetésére koteles;

amennyiben a személyes adat megérzésének idejét nem jogszabaly hatarozza meg, annak
megallapitasara az egyetem adatvédelmi tisztviseldje jogosult;

az érintett kérésének megfeleléen vagy a tarolasi id6 lejartat kovetéen tordlhetd személyes
adat;

amennyiben a korilmények indokoljak, Ugy a személyes adatok torlésérél jegyzékonyvet
szlikséges felvenni;

személyes adatot véglegesen kell torolni.

Kotelezo nyilvantartasok
13.8

Az adatkezelési tevékenységek nyilvantartasat az Egyetem az elszamoltathatésag elvébél
kovetkez6en annak érdekében végzi, hogy az altalanos adatvédelmi rendeletnek valé megfelelést
nyomon kovetni, és igazolni tudja.

A kovetkez6 nyilvantartasok létrehozasa és fenntartasa kotelez6:
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a) adattovabbitasok nyilvantartasa;

b) érintetti jogok érvényesitése iranti kérelmek és az azokra az Egyetem altal adott valaszok
nyilvantartasa;

c) hatosagi megkeresések és az azokra az Egyetem altal adott valaszok nyilvantartasa;

d) adatkezelés megsziintetése iranti kérelmek nyilvantartasa;

e) hallgatok nyilvantartasa;

f) marketing célu megkeresések nyilvantartasa;

g) munkaviszonnyal 6sszefliggé személyes adatok kezelésének nyilvantartasa;

h) munkaeré-felvétel nyilvantartasa;

i) adatvédelmi incidensek nyilvantartasa.

Az adatnyilvantartasokon belil vagy amellett hatarid6-nyilvantartas létrehozasa is kotelez8, amely
tartalmazza a személyes adatok tarolasi hataridejét, illetve torlésének megtorténtét.

Nyilvantartasok vezetése
14.8

Az Egyetem - és annak szervezeti egysége - koteles az adatkezelési tevékenységeir6l nyilvantartast
vezetni.

A nyilvantartasoknak az alabbi adatokat sziikséges tartalmaznia:

a) az adatkezelés céljai;

b) az érintettek kategoriai, valamint a személyes adatok kategoriainak ismertetése;

c) olyan cimzettek kategoriai, akikkel a személyes adatokat kozlik vagy kozolni fogjak, ideértve a
harmadik orszagbeli cimzetteket vagy nemzetkozi szervezeteket;

d) adott esetben a személyes adatok harmadik orszagba vagy nemzetkozi szervezet részére torténé
tovabbitasara vonatkozo informacidk, beleértve a harmadik orszag vagy a nemzetkozi szervezet
azonositasat, valamint az altalanos adatvédelmi rendelet 49. cikk (1) bekezdésének masodik
albekezdés szerinti tovabbitas esetében a megfeleld garanciak leirasa;

e) a kulonbozé adatkategoriak torlésére eléiranyzott hataridék;

f) ha lehetséges, az altalanos adatvédelmi rendelet 32. cikk (1) bekezdésében emlitett technikai és
szervezeési intézkedések altalanos leirasa.

E nyilvantartasok vezetése a tevékenységek szerint kategériakra bontand6 példaul de nem

kizarélagosan az alabbiak szerint:

a) az adatkezelés céljai a jelen Szabalyzat 8. §-aval 6sszhangban adhatdéak meg, altalanosan is
nevesitve a célt, példaul hallgatoi szerzédés teljesitése, munkaszerzédés teljesitése, Egyetem
jogos érdekének kielégitése, érintett hozzajarulasa egy konferencian valo részvétel
vonatkozasaban stb.;

b) az érintettek kategdriai a nagy személycsoportoktél a legkisebb személycsoportokig
meghatarozhatoak:

i. munkavallaldk, hallgatok, oktatok;
ii. munkavallalok az alkalmazé kulonbozé  szervezeti egységek  szerint
csoportosithatoak;
iii. hallgaték karonként, tagozatonként, évfolyamonként, diakcsere vagy ERASMUS
programban valo résztvevéként;
iv. oktatok allandd vagy megbizott oktatdként;

€) aszemélyes adatok kategdriait az érintettekt6l bekért adathalmazok nevesitéseként: teljes név,
szuletési datum, diploma azonositoja, telefonszam stb.;

d) a cimzettek kategdriait azok megnevezése és elérhetésége alapjan: hatdsag, minisztérium,
TEMPUS Kozalapitvany stb.;
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e) nemzetkozi szervezet vagy harmadik orszag részére torténd tovabbitas esetén azok megnevezése
és elérhetésége alapjan: Europai Bizottsag vagy Dél-Korea és az ottani elérhetéség egyszeru
feltlintetése mellett;

f) a jogszabalyban és/vagy nemzetkozi szerzédésben eldirt adatkezelési hataridék feltlintetése,
amelyeket kovetéen a személyes adatok torélhetéek.

Az adatfeldolgozoék kezelése
15.8

Ha az adatkezelést az Egyetem nevében mas végzi (példaul bérszamfejtés, szerverszolgaltatas,
honlap-Uzemeltetés stb.), az Egyetem kizarélag olyan adatfeldolgozdkat vehet igénybe, akik vagy
amelyek megfelelé garanciakat nyujtanak az adatkezelés altalanos adatvédelmi rendelet
kovetelményeinek valé megfelelését és az érintettek jogainak védelmét biztositd, megfeleld
technikai és szervezési intézkedések végrehajtasara.

Az adatfeldolgoz6 az Egyetem elézetesen irasban tett eseti vagy altalanos felhatalmazasa nélkil
tovabbi adatfeldolgozo6t nem vehet igénybe.

Az adatfeldolgozd altal végzett adatkezelés vonatkozasaban az Egyetem és az adatfeldolgozd
szerzddeést kotnek. Ezen szerzédés az

a) adatkezelés targyat,

b) idétartamat,

c) jellegétés

d) céljat,

e) aszemélyes adatok tipusat,

f) az érintettek kategdriait, valamint

g) a felek kotelezettségeit és jogait hatarozza meg.

Az el6z6 pont szerinti adatfeldolgozdi szerzédés kilondsen eldirja, hogy az adatfeldolgozé:

a) a személyes adatokat kizardlag az Egyetem irasbeli utasitasai és az Egyetem mindenkori
adatkezelési szabalyzata alapjan kezeli,

b) Dbiztositja azt, hogy a személyes adatok kezelésére feljogositott személyek titoktartasi
kotelezettséget vallalnak vagy jogszabalyon alapuld megfeleld titoktartasi kotelezettség alatt
allnak;

c) alkalmazza a legalabb az Egyetem altal el&irt szint(i adatbiztonsagi intézkedéseket;

d) tiszteletben tartja a tovabbi adatfeldolgoz6 igénybevételére vonatkozoan fentebb emlitett
feltételeket;

€) az adatkezelés jellegének figyelembevételével megfelelé technikai és szervezési
intézkedésekkel a lehetséges mértékben segiti az Egyetemet abban, hogy teljesiteni tudja
kotelezettségét az érintett jogainak gyakorlasahoz kapcsoldédo kérelmek megvalaszolasa
tekintetében;

f) segiti az Egyetemet a felmerilt adatvédelmi incidens szerinti kotelezettségek teljesitésében,
figyelembe véve az adatkezelés jellegét és az adatfeldolgozd rendelkezésére allo
informaciodkat;

¢ vallalja, hogy a nala bekdvetkez6 adatvédelmi incidens esetén haladéktalanul tajékoztatja
err6l az Egyetemet;

h) az adatkezelési szolgaltatas nyujtasanak befejezését kovetéen az Egyetem ddntése alapjan
minden személyes adatot torol vagy visszajuttat az Egyetemnek, és torli a meglévé
masolatokat, kivéve, ha az unids vagy a tagallami jog a személyes adatok tarolasat irja el;
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iy az Egyetem rendelkezésére bocsat minden olyan informaciot, amely az e felsorolasban
meghatarozott kotelezettségek teljesitésének igazolasahoz szlikséges, tovabba amely lehetbvé
teszi és elésegiti az Egyetem altal vagy az altala megbizott mas ellendr altal végzett auditokat,
beleértve a helyszini vizsgalatokat is.

Ha az adatfeldolgozé bizonyos, az Egyetem nevében végzett konkrét adatkezelési tevékenységekhez
tovabbi adatfeldolgozé szolgaltatasait is igénybe veszi, unids vagy tagallami jog alapjan létrejott
szerz6dés vagy mas jogi aktus Utjan erre a tovabbi adatfeldolgozora is ugyanazok az adatvédelmi
kotelezettségeket kell telepiteni, mint amelyek az Egyetem és az adatfeldolgozé kozott Létrejott, és
az adatfeldolgozoi szerzédésben vagy egyéb jogi aktusban szerepelnek, kiilondsen ugy, hogy a
tovabbi adatfeldolgozonak megfelel6é garanciakat kell nydjtania a megfelelé technikai és szervezési
intézkedések végrehajtasara, és ezaltal biztositania kell, hogy az adatkezelés megfeleljen e
Szabalyzat kovetelményeinek. Ha a tovabbi adatfeldolgoz6 nem teljesiti adatvédelmi
kotelezettségeit,az 6t megbizo6 adatfeldolgozo teljes felelésséggel tartozik az Egyetem felé a tovabbi
adatfeldolgozo kotelezettségeinek a teljesitéséért.

Az adatfeldolgozdkrol, illetve az adatfeldolgozdi szerzédésekrél az Egyetem nyilvantartast vezet,
amely tartalmazza az e § (3) bekezdésének a)-f) pontjaiban foglalt adatokat, valamint adott esetben
azt, ha az adatfeldolgoz6 az Egyetem nevében adatot tovabbit harmadik orszagba vagy nemzetkozi
szervezet részére.

ADATTOVABBITAS

Az adattovabbitas altalanos szabalyai
16.8

Az Egyetem személyes adatot tovabbitani harmadik személy részére kizardlag jogi kotelezettség
teljesitése, szerzddés teljesitése vagy az érintett hozzajarulasa alapjan jogosult.

Az Egyetem csak az (1) pontban rogzitett feltételek fennallasa, valamint az adattovabbitas GDPR-nak,
és mas relevans jogszabalyoknak valé megfelelésége esetén végez adattovabbitast. Minden mas
esetben az adattovabbitas teljesitését meg kell tagadni.

Olyan személyes adatok tovabbitasara — ideértve a személyes adatok harmadik orszagbdl vagy
nemzetkozi szervezettdl egy tovabbi harmadik orszagba vagy tovabbi nemzetkozi szervezet részére
torténé Ujboli tovabbitasat is -, amelyeket harmadik orszagba vagy nemzetkozi szervezet részére
torténd tovabbitasukat kovetéen adatkezelésnek vetnek ala vagy szandékoznak alavetni, csak abban
az esetben kerlilhet sor, az altalanos adatvédelmi rendelet egyéb rendelkezéseinek betartasa mellett,
ha az Egyetem és az adatfeldolgozo teljesiti az altalanos adatvédelmi rendeletben rogzitett
feltételeket. E rendelkezéseket alkalmazni kell annak biztositasa érdekében, hogy a természetes
személyek szamara az altalanos adatvédelmi rendeletben garantalt védelem szintje ne séruljon.

Kilfoldre iranyuld adattovabbitas esetén az adattovabbitast végzének kilon meg kell gyézédnie
arrél, hogy a kilfoldre torténé adattovabbitas az altalanos adatvédelmi rendeletben irt feltételei
fennallnak-e. Ennek kapcsan vizsgalando, hogy az adattovabbitas az altalanos adatvédelmi
rendeletben meghatarozott valamely jogalapnak megfeleléen torténik-e, és az adatok megfeleld
védelmi szintje az adatokat atvevd adatkezelénél biztositott-e. Ha az adattovabbitas az Eurdpai
Gazdasagi Térség valamely allamaba iranyul, ugy a személyes adatok megfelelé szintl védelmét nem
kell vizsgalni.
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Adattovabbitas palyazat benyujtasa esetén
17.8§

Aki az Egyetem részére palyazatot nyujt be,vagy az Egyetem altal benyujtott palyazatban sajat kérése
alapjan megvalositoként szerepel, a palyazat benyujtasat félreérthetetlen beleegyezést ado
hozzajarulasnak kell tekinteni ahhoz, hogy az Egyetem a palyazat kiiroja, illetve a palyazat
benyujtasat, végrehajtasat, elszamolasat ellenérizni jogosult szervezet részére a palyazattal
0sszefliggé személyes adatokat tovabbitsa. Ezen tajékoztatast a palyazati kiirasban feltétlenil
feltlintetni szuikséges.

ADATBIZTONSAG ES INCIDENSKEZELES

Alapvet6 adatbiztonsagi szabalyok
18.8

Az Egyetem a tudomany és technoldgia allasa és a megvalositas koltségei, tovabba az adatkezelés
jellege, hatokore, koriilményei és céljai, valamint a természetes személyek jogaira és szabadsagara
jelentett, valtozo valoszinlségl és sulyossagu kockazat figyelembevételével megfelelé technikai és
szervezési intézkedéseket hajt végre annak érdekében, hogy a kockazat mértékének megfelelé szint(
adatbiztonsagot garantalja.

Az Egyetemnek az adatok biztonsagat szolgalod intézkedések meghatarozasakor és alkalmazasakor
tekintettel kell lenni a technika mindenkori fejlettségére. Tobb lehetséges adatkezelési megoldas
kozll azt kell valasztani, amely a személyes adatok magasabb szintl védelmét biztositja, kivéve, ha
az aranytalan nehézséget jelentene az intézménynek.

Az Egyetem koteles garantalni az altala kezelt adatok bizalmassagat, sérthetetlenségét és
rendelkezésre allasat. A megfelelé szintl adatbiztonsagi intézkedések meghatarozasa érdekében az
Egyetem a kezelésében lévé minden egyes adatallomanyt a védelmi igény szempontjabdl értékel, és
biztonsagi fokozatba sorol.

Az egyes adatkezelések biztonsagi fokozatanak megallapitasahoz elemezni kell:

a) a kezelt személyes adatok jogosulatlan megismerésével, megvaltoztatasaval, torlésével, a
hardver- és szoftvereszkdzok megrongalasaval jaré kockazatot és a varhaté kart;

b) azt, hogy helyreallithaté-e a sérilt adatallomany, valamint az esetleges helyreallitas
raforditasait, a személyes adatok reprodukalasahoz sziikséges adatforrasok rendelkezésre
allasat, a manualis hattérnyilvantartasboél az elveszitett adatok pétlasanak lehet8ségét;

c) azt, hogy a kezelt személyes adatok jellegére tekintettel indokolt-e megkilénboztetett
biztonsagi el6irasokat alkalmazni;

d) az adatbiztonsagot veszélyezteté mas kockazati elemeket.

Az adatokat védeni kell, kiilondsen a jogosulatlan hozzaférés, megvaltoztatas, tovabbitas,
nyilvanossagra hozatal, torlés vagy megsemmisités, valamint a véletlen megsemmisilés és sériilés,
tovabba az alkalmazott technika megvaltozasabol fakadd hozzaférhetetlenné valas ellen. Az
adatbiztonsagi rendszabalyok érvényesitése érdekében a sziikséges intézkedéseket meg kell tenni
mind a manualisan kezelt, mind a szamitégépen tarolt és feldolgozott személyes adatok biztonsaga
érdekében.

Az adatkezelés biztonsaga megvaldsitasa érdekében az Egyetem fizikai, logikai és adminisztrativ
kontrollokat alkalmaz egyuttesen:
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Az Egyetem legalabb az alabbi fizikai kontrollokat alkalmazza:

a) az Egyetem a jogosulatlan személyek belépésének kiszUrésére alkalmas beléptetési rendszer
mukodtetésével biztositja, hogy épiletébe/irodajaba jogosulatlan személyek ne [éphessenek
be. (Ez lehet elektronikus beléptetési rendszer mikodtetés; vagy egyszer( kulcsos beléptetés,
ahol a kulcs csak belépésre jogosultaknak all rendelkezésre; vagy barmi mas olyan modszer,
amely a cél megvalosulasat biztositja).

b) az Egyetem az altala mind elektronikusan, mind pedig papir alapon kezelt adatokhoz valo
jogosulatlan hozzaférés elkeriilése érdekében biztositja, hogy a kezelt adatokhoz fizikailag ne
férhessen hozza arra jogosulatlan személy. (Irodak, szerverszobak zarasa; monitor automatikus
kikapcsolasanak alkalmazasa; monitorok olyan mddon torténé elhelyezése, hogy az azon
szereplé adatokra kizarolag a jogosultak lathassanak ra; csak az Egyetem altal auditalt
adathordozot lehessen a szamitdgépekhez csatlakoztatni; vagy barmi mas olyan modszer,
amely a cél megvaloésulasat biztositja).

Az Egyetem legalabb az alabbi logikai kontrollokat alkalmazza:

a) az Egyetem biztositja, hogy az altala kezelt adatokhoz kizarélag az arra megfeleld
jogosultsaggal rendelkez6k férjenek hozza. (Jogosultsagi szintek meghatarozasa
munkakoronként; szamitdgépes adatbazisokhoz valdé hozzaférés jogosultsagi szinteknek
megfeleld beallitasa; a belsé szamitdgépes haldzatba vald belépés felhasznald névhez és
jelszohoz kotése; vagy barmi mas olyan modszer, amely a cél megvaldsulasat biztositja);

b) az Egyetem biztositja, hogy az altala kezelt adatok elvesztésének lehet§sége a legkisebbre
csokkenjen. (Sajat szerverek beszerzése és lUzemeltetése, idészakos biztonsagi mentések
készitése, folyamatos szoftveres stressztesztek alkalmazasa).

Az Egyetem legalabb az alabbi adminisztrativ kontrollokat alkalmazza:

a) az Egyetem biztositja, hogy a személyes adatokhoz valé esetleges hozzaférés
dokumentaciékban nyomon kovetheté legyen. (Tevékenység logolas; épuletbe/irodaba valo
beengedés napldézasa (akar papir alapon); vagy barmi mas olyan moddszer, amely a cél
megvalosulasat biztositja).

b) az Egyetem biztositja olyan iratkezelési eljarasrend kialakitasat, hogy a hozza tévesen
beérkezé személyes adatokat tartalmazoé iratok a lehet6 leghamarabb kiszUrésre keriiljenek és
azokat a lehet6 legsziikebb személyi kor ismerje meg. (Amennyiben az iktatd ugy itéli meg,
hogy ilyen adatot tartalmazd irat birtokaba jutott, Ugy azt kizarélag az erre felhatalmazott
személyi kor ismerheti meg).

A részletes adatbiztonsagi szabalyokat az Egyetem Informacidbiztonsagi Szabalyzata tartalmazza.

Az adatvédelmi incidens kezelése
19.8

Az adatvédelmi incidens kezelése harom - nem feltétlenil sorrendszer( - részbél all:
a) a megfeleld feltételek fennallasa esetén - bejelentés a felligyeleti hatosag részére;
b) a megfeleld feltételek fennallasa esetén - az érintettek tajékoztatasa;
€) azadatvédelmi incidens mielébbi, hatékony kezelése és elharitasa.

Az adatvédelmi incidenst az Egyetem - az adatvédelmi tisztviselé Utjan - indokolatlan késedelem
nélkul, és ha lehetséges, legkésébb 72 o6raval azutan, hogy az adatvédelmi incidens a tudomasara
jutott, bejelenti a felligyeleti hatdsagnak, kivéve, ha az adatvédelmi incidens valdszindsithetéen nem
jar kockazattal a természetes személyek jogaira és szabadsagaira nézve.Ha a bejelentés nem torténik
meg 72 éran belil, mellékelni kell hozza a késedelem igazolasara szolgald indokokat is.
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(10)

(11)

Az adatfeldolgoz6 az adatvédelmi incidenst, az arrol valé tudomasszerzését kovetéen indokolatlan
késedelem nélkil bejelenti az Egyetemnek.

Minden, a jelen szabalyzat alapjan vagy mas, az Egyetemmel 0sszefliggésben végzett adatkezelést
végz6 személy koteles a tudomasara jutott adatvédelmi incidenst a legrovidebb, de legalabb
elektronikus uton az adatvédelmi tisztvisel6nek haladéktalanul bejelenteni.

Az (1) bekezdésben emlitett bejelentésben legalabb:

a) ismertetni kell az adatvédelmi incidens jellegét, beleértve - ha lehetséges - az érintettek
kategoriait és hozzavetéleges szamat, valamint az incidenssel érintett adatok kategoriait és
hozzavetéleges szamat;

b) kozolni kell az adatvédelmi tisztviselé vagy a tovabbi tajékoztatast nyujtd egyéb
kapcsolattarto nevét és elérhetéségeit;

c) ismertetni kell az adatvédelmi incidensbél eredd, valoszinlsitheté kovetkezményeket;

d) ismertetni kell az Egyetem altal az adatvédelmi incidens orvoslasara tett vagy tervezett
intézkedéseket, beleértve adott esetben az adatvédelmi incidensb6l ered6 esetleges
hatranyos kovetkezmények enyhitését célzo intézkedéseket.

Ha és amennyiben nem lehetséges az informaciokat egyidejileg kozolni, azok tovabbi indokolatlan
késedelem nélkil késébb részletekben is kdzdlheték.

Az Egyetem nyilvantartja az adatvédelmi incidenseket, feltliintetve az adatvédelmi incidenshez
kapcsolodd tényeket, annak hatasait és az orvoslasara tett intézkedéseket. E nyilvantartas lehetévé
teszi, hogy a felligyeleti hatosag ellenérizze az e § kdvetelményeinek valé megfelelést.

Ha az adatvédelmi incidens valdszinUsithetéen magas kockazattal jar a természetes személyek
jogaira és szabadsagaira nézve, az Egyetem indokolatlan késedelem nélkil tajékoztatja az érintettet
az adatvédelmi incidensrél.

Az érintett részére adott tajékoztatasban vilagosan és kozérthetéen ismertetni kell az adatvédelmi
incidens jellegét, és kozolni kell legalabb az e & (5) bekezdésének b), c) és d) pontjaban emlitett
informacidkat és intézkedéseket.

Az érintettet nem kell tajékoztatni, ha a kovetkezé feltételek barmelyike teljesil:

a) az Egyetem megfeleld technikai és szervezési védelmi intézkedéseket hajtott végre, és ezeket
az intézkedéseket az adatvédelmi incidens altal érintett adatok tekintetében alkalmaztak,
kilonosen azokat az intézkedéseket — mint példaul a titkositas alkalmazasa -, amelyek a
személyes adatokhoz valéd hozzaférésre fel nem jogositott személyek szamara
értelmezhetetlenné teszik az adatokat;

b) az Egyetem az adatvédelmi incidenst kovetéen olyan tovabbi intézkedéseket tett, amelyek
biztositjak, hogy az érintett jogaira és szabadsagaira jelentett, magas kockazat a tovabbiakban
valdszinusithetéen nem valésul meg;

€) a tajékoztatas aranytalan eréfeszitést tenne szlikségessé. Ilyen esetekben az érintetteket
nyilvanosan kozzétett informaciok utjan kell tajékoztatni, vagy olyan hasonlé intézkedést kell
hozni, amely biztositja az érintettek hasonléan hatékony tajékoztatasat.

Ha az Egyetem még nem értesitette az érintettet az adatvédelmi incidensrél, a felligyeleti hatdsag,
miutan meérlegelte, hogy az adatvédelmi incidens valdszinUsithetéen magas kockazattal jar-e,
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elrendelheti az érintett tajékoztatasat, vagy megallapithatja a (10) bekezdésben emlitett feltételek
valamelyikének teljestlését.

Belso tesztelés, felmérés és értékelés az adatkezelés megfelelésége vonatkozasaban
20.8

A jelen Szabalyzatban, valamint az adatkezelésre iranyad6 jogszabalyokban foglalt rendelkezések
betartasat az Egyetem koteles meghatarozott id6kozonként ellenérizni. Az ellendrzési folyamatba az
adatvédelmi tisztviseld bevonasa kotelezé.

Az Egyetem ezen ellendrzési kotelezettségének teljesitése céljabdl évente ellenérzési tervet fogad
el, amely alapjan lefolytatja bizonyos folyamatok vagy szervezeti egységek jogszerliségének
ellenérzését, illetve rendelkezések betartasat. Az ellenérzési tervet minden év elsé negyedévének
végéig kell megalkotni és az Egyetemi Tanaccsal elfogadtatni. Az ellenérzési terv lefolytatasarol
jelentést kell késziteni az Egyetemi Tanacs részére, amely alapjan az Egyetemi Tanacs a jelen
Szabalyzat modositasarol, vagy egyedi utasitas kiadasarél donthet. Az ellenérzési terv az
elfogadasanak évében, az adatvédelmi tisztviselé altal végrehajtando.

Az ellendrzési terv tartalmazhat:

Q

(=3
- =

adatok bekérését;

a munkaltatoi jogok gyakorléjanak elézetes értesitését kovetden — személyes meghallgatast;
irasbeli vagy gyakorlati tesztek lefolytatasat;

az informatikai osztaly vezet6jével vald egyeztetést kdvetden - informatikai tesztelést;

az ellendrzés soran feltart informaciok alapjan e Szabalyzat mddositasara, kiegészitésére vagy
normativ utasitas kiadasara iranyulo javaslatot.

KIN-Na

Beépitett és alapértelmezett adatvédelem
21. 8

Az Egyetem a jelen Szabalyzatban, valamint a jelen Szabalyzatra iranyad6 jogszabalyokban foglalt
rendelkezésekrél az Egyetemmel munkavégzeésre iranyuld jogviszonyban lévé természetes szemeélyek
részére ismeretszerzést és ismeretfenntartast célzé oktatasi anyagot hoz létre, abbol oktatast tart,
valamint ezt szamonkéri.

Az Egyetemmel munkavégzésre iranyuld jogviszonyban allé természetes személyek kotelesek az e
bekezdésben foglalt oktatason részt venni, valamint a szamonkérést teljesiteni. E kotelezettség
teljesitésére a munkavégzésre iranyulo jogviszonyban allo természetes személy egyszer kotelezhet6,
kivéve, ha az adatkezelésre és adatvédelemre iranyuld jogszabalyok vagy e Szabalyzat utébb
lényegesen megvaltoztak. Ezen esetben a munkavégzésre iranyuld jogviszonyban allé természetes
személy az oktatason vald részvételre és a szamonkérés teljesitésére - a szamonkérés sikeres
teljesitéseig - ismételten kotelezhetd.

ZARO RENDELKEZESEK
22.8

A jelen Szabalyzat hatalybalépésével az Egyetem 2018. majus 25. napjatél hatalyos Adatvédelmi és
Adatbiztonsagi Szabalyzata (AVBSZ) hatalyat veszti. Jelen szabalyzat rendelkezéseit a jelen
szabalyzat hatalyba lépését kdvetden indult eljarasokban kell alkalmazni.

A jelen Szabalyzat az Egyetemi Tanacs altal mddosithato.
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Elfogadasi zaradék:

A jelen modositott szabalyzatot a Pazmany Péter Katolikus Egyetem Egyetemi Tanacsa 79/2025.
(X11.11.) szamul hatarozataval elfogadta. Hatalyos 2026. januar 5. napjatol.

Adatvédelmi statusz: nyilvanos.

Kelt Budapesten, 2025. december 11-én. Zexth KATg,

v,{ )‘/V(/‘ (“ 4
\ % Dr Kummetz Géza Gydrgy
i »f\ st rektor
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